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EXECUTIVE SUMMARY
Between February 2010 and September 2011, the International Records Management Trust conducted the Managing Records as Reliable Evidence for ICT/ e-Government and Freedom of Information in East Africa research project, with funding from the International Development Research Centre.  The project, conducted by national teams in each of the five East African Community countries (Burundi, Kenya, Rwanda, Tanzania and Uganda), found that records management issues are not being addressed in relation to the ICT/ e-Government and Freedom of Information initiatives that are being planned and implemented within the region, and that this situation placed these initiatives at risk.  The research consisted of a high level exploration of the extent of integration between national ICT/ e-Government and Freedom of Information initiatives and records management.  An in-depth study of electronic court case management systems was undertaken in order, to assess the practical effects of integration or lack of integration on records, systems and citizens.

High Level Findings

Consensus is growing internationally that records are assets that need to be managed within a regulatory framework similar to those established for other valued assets such as financial and human resources.  Just as ICT/ e-Government and FOI objectives and directions are similar around the world, records management problems and issues that arise because of missing or weak regulatory frameworks are also similar.  This has led to the recognition that the solutions needed to address these issues should be established at the global level, which is why so many initiatives around the world are based on international partnerships and co-operation. 

Within this context, the regulatory frameworks for managing public sector records in the East African Community countries were explored.  An analysis was undertaken to consider the relationship between records management and the current and planned directions for ICT/ e-Government and FOI.  The results of the analysis confirmed that across the region, governments are actively pursuing ICT and e-Government initiatives and are, to a greater or lesser extent, moving along the same general path towards building FOI regimes.  

The results also suggest that these important government priorities are at considerable risk because there are significant gaps in the regulatory framework for records management, especially in areas such as policy, capacity and the position and strength of the records and archives authority.  Records management issues in all five governments range from poorly positioned and weak records and archives authorities, to the absence of policy, the lack of capacity (especially to deal with electronic records) and the overall lack of awareness of records management and its importance.  Although certain countries have taken major strides in building components of the required regulatory frameworks for records management, others have yet to take the first steps.  All are far from having the basic building blocks of an adequate regulatory framework for records management in place.  If the issues are as significant as they appear to be, steps will need to be taken to ensure that the risks are addressed before they have an irreversible impact on existing and planned ICT/ e-Government and FOI initiatives. 

The project deliverables include a strategy for addressing the risks through developing the components of a strong regulatory framework for managing records that draws on a comparative analysis of regional and international situations.  The strategy focuses on developing awareness, leadership, policy, authority, management, standards, practices, procedures and tools, and records management readiness.  Given the significance of electronic records and the serious records management issues emerging from digitisation initiatives, recommendations specific to these two areas have also been provided.
A strategic planning exercise bringing together key stakeholders from across the region would provide an excellent opportunity to set out goals, objectives and priorities for how, by whom and by when the components of the regulatory framework would be built.   
Court Case Study Findings
Court case studies were carried out as a ‘drill-down exercise’ to obtain more detailed information on the records management issues in relation to one key government function:  the administration of justice.  These studies assessed electronic case management systems, where they are in use.  They revealed that records management functionality was often overlooked in records system design, with the result that the integrity and longevity of the electronic records that the courts are now creating, and will rely upon in the electronic environment, are in jeopardy.   The research demonstrated that the integrity of the courts is at risk over time as a result of this situation.

INTRODUCTION
In February 2010 the International Development Research Centre (IDRC) approved funding for the Managing Records as Reliable Evidence for ICT/ e-Government and Freedom of Information in East Africa research project, to be carried out by the International Records Management Trust (IRMT) working closely with researchers in east Africa.  The project focused on the essential evidence that records should provide in relation to ICT/ e-Government and Freedom Information (FOI), which are areas of interest to East African governments as they seek to develop their economies and engage more transparently with citizens.  It explored the linkages needed to integrate records management with national and regional policy objectives.  The findings demonstrate the crucial contribution that records management can make to current and future initiatives in these areas.
After the successful launch of the project in Kenya, Tanzania and Uganda, East African Community (EAC) Secretariat officials indicated their interest in the outcome of the research but noted that to have an impact on policy for the region all five EAC countries would need to be included. For this reason, an application was made to IDRC for additional funding to extend the project into Burundi and Rwanda.  The funding was granted in October 2010. 

RESEARCH PROBLEM
The Problem

New technology is making significant contributions to improving government programmes and services and achieving development goals.  However, records management is not being given the attention it requires in the transition to the electronic environment.  In too many cases, ICT systems are introduced without the essential processes and controls for the capture, long-term safeguarding and accessibility of electronic records.  At a more fundamental level, little connection is being made between the need for a reliable evidentiary base and the drive to develop national ICT infrastructure, e-Government capacity and online access to information and services, in relation to development and poverty reduction.  The essential underpinning of reliable and accurate information that modern records management systems provide is not in place.  

Research Question

What is the impact of the lack of attention to records management in the planning and delivery of e-Government, ICT and FOI strategies and initiatives, and what value can records management add?  How can records management make a practical contribution to the electronic environment, and what are the responsibilities of the various stakeholders involved?

Hypothesis

Government initiatives in the areas of e-government, ICT and FOI fail to reach their potential when records management systems and processes are neglected or discounted.  Conversely, initiatives in these areas will have a greater impact when supported by records management processes.

General Objective

The general objective of the research is to improve service provision, strengthen decision-making and enhance accountability in the east African region by proposing strategies for the incorporation of records management into current and planned government initiatives in the areas of ICT/ e-Government, ICT and Freedom of Information.

Specific Objectives

To address the project objectives set out in the Research Support Grant Agreement.    These were:
Assess the current status of initiatives in East Africa in the priority areas of Freedom of Information, e-Government, and ICT strategy development.
Determine to what extent records management has been factored into these initiatives as a means of improving the quality of the information contained in new systems and programmes, thereby maximising the benefits of these initiatives to the public and the government.

Develop widely applicable strategies for aligning records management with such initiatives, allowing gaps between good practice in record-keeping and existing planned technological solutions to be bridged.


Ensure strategies developed are scalable and suited to national and regional needs.
Influence the relevant government ministries, departments and agencies in their understanding of the benefits of applying these strategies to their initiatives. 

PROJECT MANAGEMENT AND IMPLEMENTATION
Phase One:  Background Research

The background research included a literature review and interviews with electronic records management experts to provide international context to the study.  This phase of the research examined international experience of the challenges of managing electronic records and the good practice that has emerged; the findings are also related to ICT/ e-Government and FOI strategy development.  The review examined the approach to managing electronic records in countries where there has been national recognition of the importance of records management to underpin e-Government.  This phase resulted in an International Situation Analysis of these issues. 
Phase Two: High-Level Investigation of User Perceptions
During this phase of the research, information was gathered and analysed as the basis for a qualitative assessment.  The research team explored records management issues in relation to ICT/ e-Government and FOI in the five EAC countries.  The aim was to enable a comparative analysis of the laws, policies, governance strategies and evaluation mechanisms needed to ensure that records management requirements are in place and to determine gaps in the records management framework.  The analysis covered legal and policy frameworks, management structures, and records management strategies.  This phase resulted in situation reports for the five EAC countries.  
Country Teams

The African Project Leader, Professor Justus Wamukoya, and an IRMT Project Manager, James Lowry, made country visits to establish and work with country research teams as follows:

· Kenya:   May/ June 2010

· Tanzania:   July 2010

· Uganda:   July/ August 2010.

The African Project Leader, Professor Justus Wamukoya, and a Canadian French-speaking IRMT Project Manager, Anthea Seles, made country visits as follows:

· Burundi:   December 2010

· Rwanda:   February/ March 2011

The findings gathered during these visits were updated over the course of the research project, drawing on information gathered by the Country Teams and Internet research.

The country-based research teams, under the guidance of country team leaders, received formal terms of reference. The team leaders, who reported to the African Project Leader, divided their members to conduct detailed courts case studies; gather relevant legislation, government policy and strategy documents and prepare reports on the framework for records management that these documents establish in their countries. 

The country team members were appointed as follows:

Burundi: 
Mr Jean Paul Ndayisaba



Mr Jean Bosco Ntungirimana

Kenya:

Mr John Mreria

Ms Agneta Akhaabi, Mr Eliakim Azangu, Ms Mary Kuchio, Mr Francis Mwangi, Mr Richard Wato

Rwanda: 
Mr Emmanuel Karuranga



Mr Elias Kizari

Tanzania:
Mr Charles Magaya

Mr Matthew Kilasi, Mr Peter Mazikana, Mr Peter Mlyansi, Mr Firimin Msiangi, Mr Yonafika Shaidi

Uganda:
Dr David Luyombya

Mrs Lilian Ariso, Mr David Mukembo, Mrs Joy Nantongo, Mrs Joyce Nyumba, Mr Sylivester Sennabulya

Stakeholder Relationships

As a basis for delivering the research, links were developed with the national archival organisations in the five countries.  In all cases, the national archives have statutory responsibility for the management of government records, although some perform these roles more effectively than others.  Connections were also made with policy and decision makers in the areas of ICT and e-government including:   
Burundi:
· Ministry of Telecommunications, Information Communication, and Parliamentary   Relations 

· Executive Secretariat of Information Communication Technologies 

· Ministry of Finance 

· Ministry of Justice 

· Ministry of Public Service. 

Kenya:
· National Communications Secretariat 

· Kenya ICT Board, the Directorate of E-Government, President’s Office 

· Ministry of Information and Communications. 

Rwanda:
· Rwanda Development Board

· Chamber of Deputies and Outreach, Rwanda Parliament.
Tanzania:
· ICT Infrastructure Development Section of the Ministry of Communications, Science and Technology 

· Management Information Systems Division of the President’s Office 

· Tanzania Communications Regulatory Authority.
Uganda:
· National Information Technology Authority 

· Ministry of Information and Communications Technology

· IFMS Project Management Team in the Ministry of Finance Planning and Economic Development. 

Interviews with Government Stakeholders

Meetings were held with staff members in these and other agencies to gather information on government projects and initiatives in the region and to consider the challenges that the governments face in the areas of ICT/ e-Government and FOI.  There was senior level interest in the project, and CEOs and permanent secretaries often personally attended meetings and provided access to key staff.  By extending the research into MDAs, the teams were able to observe whether preparations had been made on the ground for integrating records issues with plan for ICT/ e-Government and Freedom of Information initiatives. 

Interviews with Non-Government Stakeholders

Links were also established with a number of key players outside of the public service.  For instance, in Kenya, the Honourable Engineer Rege invited researchers to meet him at Parliament House to discuss how the project could strengthen ICT initiatives in which he had a particular interest, such as the rollout of ICT infrastructure to remote parts of Kenya, with a particular emphasis on schools.

Leaders in the NGO and private sectors also participated actively in Phase Two. Observations on the current state of records management in the region, the accessibility of government information and the challenges posed by computerisation were gathered from private firms, for instance the Kenya Commercial Bank, eManage Africa, and Law Africa. Data gathered from these sources offered insights into the information collected from MDAs and provided alternative perspectives on the current situation.

Interviews with associations of journalists and with Article 19, the international NGO working to promote and defend freedom of expression, added useful information on Freedom of Information initiatives and the barriers to implementation.  Policy makers from such organisations as I-Network, Uganda, and KICTANET (in Kenya) have continued to communicate with the research team on the issues being explored. 
Online Discussions

The findings of the second phase formed the basis of discussion papers that are being used in online discussions, facilitated through KICTANET, with policy-makers, managers, practitioners, the media and the public in the region.  The aim of these discussions was to stimulate new awareness of records management issues and to enable the exchange of issues and solutions. The discussion papers are included at Appendix F.
The discussions are still underway at the end of September 2011, and it is expected that they will be completed by the end of October.  While many of the concepts and terms used in the e-discussion papers are not familiar to many of the KICTANET subscribers, they are now well known to the research project stakeholders’ meeting held in Arusha on the 1st and 2nd of September, whose input to the discussion will be invaluable.  Nevertheless, the discussions have demonstrated a growing awareness of the problems caused by the mismanagement of records and of the issues that must be resolved.  It is significant, for instance, that the Permanent Secretary of the Ministry for Information and Communications, Dr Bitenge Ndemo,  recognised the significance of protecting the integrity of electronic records in his message to the list:
We still have some work to do with respect to admissibility of electronic records in our courtroom.  We need to build a public key infrastructure (PKI), which basically is a set of hardware, software, people, policies, and procedures needed to create, manage, distribute, use, store, and revoke digital certificates. In essence we shall enable virtual identity that makes it easier to authenticate information.  We already developed a master plan.  We simply need to start implementation.  Requires about $4million.

The e-discussion participants have also been highlighting the benefits that could be achieved from improved record keeping.  For instance, one participant noted: 
It is imperative for the government, the main custodian of all records in Kenya, to have a properly constituted data management system. This is so because such record would be used in proper planning at the governance level. For example, we are moving towards counties as the unit of devolution, but it's practically impossible to determine the place where the headquarters should be based, because each side has a legitimate reason based on high population etc. Co-ordinated records management would be essential for determining the provision of social amenities to the population.
Phase Three:  Examination of Records Management in Court Systems

This phase of the project involved examining the management of records in electronic court case management systems in the five countries.  The aim was to study the impact of records management issues in greater depth within a specific context.  The importance of the courts makes them a high priority for ICT and e-Government system implementations, as illustrated by the Presidential Decree in Kenya that court records should be digitised by 2010.  Moreover, court rulings are an important subject of FOI requests.  Case studies were produced on each of the courts that were studied. 
The project proposal indicated that an assessment tool would be developed for use in evaluating good practice records management in courts, based on the IRMT assessment tool Integrating Records Management in ICT Systems:  Good Practice Indicators.  The research teams in the courts used this tool during Phase Three to assess: 

· the integration of records management in the systems lifecycle (project initiation, planning, requirements analysis, design, implementation, maintenance, and review and evaluation)

· the integration of records management functionality in ICT systems (creating and capturing records, managing and maintaining records, managing hybrid records searching, accessing and retrieving records, and retaining and disposing of records).

The tool was translated into French for use in Burundi and Rwanda.  The information gathered using this tool provided the basis of the court case studies.

Access to the courts was challenging, as this is a very sensitive area.  In Kenya, access to the courts was not granted, so the Kenyan court case study is based on the publicly available findings of regular surveys conducted by the Kenyan National Archives and Documentation Service.  In Tanzania access was much easier.  In Uganda, previous research conducted by team member, Mr David Mukembo, meant that a good network of contacts had already been established within the court system; this was used to facilitate access to the relevant courts.  Access to the courts in Rwanda was facilitated by Mr Emmanuel Karuranga, a records management consultant with many government contacts.  In Burundi the team relied on assistance from the EAC Secretariat and the EAC Ministry in Bujumbura, which petitioned the government for access to the Supreme Court. Overall, access to many institutions in Burundi was facilitated through the assistance of the EAC Secretariat.
Phase Four:  Comparison of Findings Across the Country Studies

A workshop for members of the country research teams was held in Eldoret, Kenya, facilitated by Professor Wamukoya, in May 2011.  The workshop explored the significance of the findings in the five countries and the EAC Secretariat, identified commonalities and differences and considered specific action points where possible, for instance, how records management strategies can be linked to e-government and ICT, how records management can be integrated into system design, how records integrity can be improved, and what skills and capacity need to be developed.  A generic records management strategy was outlined, taking account of regional requirements and international good practice.  The strategy, which was fully developed following the meeting, defines the necessary linkages to ICT strategies, e-Government strategies and FOI laws.  The workshop recommended that there should be a planning exercise for a regional approach to addressing records management issues.
Phase Five:  Presentation of Findings to Stakeholders and Finalisation of Deliverables

Following Phase Four, a stakeholders meeting was held in Arusha, Tanzania.  The meeting was co-hosted by the East African Community, the Eastern and Southern African Management Institute and the International Records Management Trust.  It brought together a dynamic group of six representatives from each of the five countries, including senior policy makers, managers and records professionals, along with international experts.  It was held in Arusha, Tanzania on the 1st and 2nd of September, 2011. The research team presented its findings, and the delegates agreed resolutions.  
Programme and Summary of the Discussions
The programme for the meeting is at Appendix A, a list of attendees is at Appendix B and a summary of discussions is at Appendix C.
Resolutions
The resolutions of the meeting are at Appendix D. 

DISSEMINATION PLAN
Introduction

The dissemination plan is key to ensuring that the research project on Managing Records as Reliable Evidence for ICT/ e-Government and Freedom of Information in East Africa makes its maximum impact. It includes the publication of research findings in journals, with an emphasis on African publications, as well as conference presentations, information sessions and workshops, CDs, podcasts, list-servs and publication on websites.

Publications

The Research Team has identified publications and journals through which the project findings can be disseminated, and this list will be expanded over time.  Country team leaders and members will be encouraged to submit articles to these and other publications.  The publications listed focus on records and archives management, information communication technology, sustainable development and policy studies.  Part of the dissemination plan includes sending copies of journal articles to Arusha meeting stakeholders to be shared within their own MDAs. 

The list that follows indicates journals in which research findings could be published.  These publications were identified based on statistics for relevant annual citations provided by SCOPUS, an interdisciplinary journal database by consulting African Journal Online: http://www.ajol.info/

	Name of Publication
	Contact Details
	Discipline

	Info
	Emerald Group Publishing Ltd
	planning and development

	Journal of International Development
	John Wiley and Sons
	management and leadership, development and planning 

	Social Science Indicators
	Springer Verlag
	social sciences and political science

	African Journal of Library, Archives and Information Studies
	Prof MA Tiamiyu
Editor-in-chief
University of Ibadan
PO Box 20492 Ibadan Nigeria
Phone: 267-3552629 (267-91
Email: mutatiamiyu@yahoo.com
	information studies, records management, archives and ICT

	Law, Democracy and Development
	Faculty of Law- University of the Western Cape
	law, democracy, economics, developments, rights and policy development


Conference Presentations 

Conference presentations form a key part of the dissemination plan.  These presentations will raise the awareness around research findings and it will allow presenters to network with individuals in various disciplines and governments. This will further the impact of the project and its recommendations.  Conferences where research findings have already been disseminated include:
	Conference
	Dates and Location
	Presenter(s)

	Archives Without Borders Conference 
	30 to 31 August, 2010 (Hague, Netherlands)
	James Lowry

	CITRA (International Conference on the Round Table  Conference on Archives)
	13 to 17 September, 2010 (Oslo, Norway)
	Anne Thurston and James Lowry

	Africa Europe Archives. Requirements? Collaborations? Plans?
	15 to 17 December, 2010 (Royal Museum for Central Africa, Brussels, Belgium)
	James Lowry

	Archival Educators Research Institute
	10 to 15 July, 2011 (Simmons College, Boston, Massachusetts)
	Anthea Seles

	Workshop on Monitoring and Evaluation System for National Archives in preparation for FOI.

	26 to 27 September, Rio de Janerio, Brazil
	Anne Thurston, Justus Wamukoya, James Lowry


The Brazil workshop represented an important opportunity to take the findings of the research project to the international level.   UNESCO is working with the National Archives of Brazil to develop a methodology for monitoring and evaluating Brazil’s access to information readiness in preparation for the passage of the Freedom of Information Bill.  UNESCO expects that the methodology will also be tested and used in other Latin American countries and that it may become an international tool that can feed into the objective testing methodology for the international Open Government Partnership.
Research Teams will continue to look for opportunities to make presentations on the research findings. The IRMT recently submitted a presentation proposal to the International Council on Archives for its 2012 Congress in Brisbane, Australia. 

Country team leaders will be encouraged to present research findings at local conferences as they are announced.

Information Sessions and Workshops

Country team leaders and team members will be encouraged to offer workshops and information sessions within their professional communities and especially in their respective governments. For instance, on 16 September 16, 2011 Mr Jean Bosco Ntungirimana, a Burundian research team member, presented the findings and recommendations emanating from the Arusha stakeholders meeting to stakeholders in his government. The presentation was facilitated by the Burundian Executive Secretariat for ICT and attended by personnel tasked with managing ICT functions in MDAs. 
CDs
The copies of the reports and deliverables on CD or through website links will be disseminated to approximately 200 stakeholder organisations. The stakeholders represent EAC member countries, aid organisations, national archives and senior government officials throughout Africa. The distribution list also includes universities across Africa that teach records and archives management. 

Podcasts

Podcasts of interviews and extracts from the Arusha stakeholders meeting on September 1st and 2nd, 2011 will be uploaded and made available on the International Records Management Trust website.  The podcasts will highlight key issues raised at the meeting. 

Websites
The research reports, strategies findings and recommendations are being uploaded to the IRMT website, which is widely used by records professionals.  Other organisations such as the International Council on Archives and relevant African Universities will be invited to upload the outputs to their website. 
List-Servs
Links to the documents on the website will be disseminated via a variety of email lists such as:

· Eastern and Southern African Branch of the International Council on Archives (ESARBICA)

· International Council on Archives

· KICTANET subscribers
· IRMT educational materials distribution list. 
NEXT STEPS
The stakeholder resolutions have recommended follow-up action with East African Community (EAC).  The Research Team has recommended practical initial action.  This will include a planning visit to Arusha by the Hon Joseph Rugumyamheto and Professor Justus Wamukoya to meet with the Deputy Secretary General of the EAC, Dr Rotich.  The aim will be to clarify the way forward in developing a regional strategy for managing records in relation to ICT/ e-Government and FOI.  This visit would be followed by a working session in Arusha for two delegates each from the five EAC countries, along with three members of the project research team.  This working group will draft a strategy for the region, based on the resolutions of the Stakeholders' meeting in Arusha on the 1st and 2nd of September, for presentation to the EAC.  This should provide the basis for future action.  The aim is to complete the work by the end of November.  
In the longer term, the Team feels that there is a need to expand the research findings in the region by studying the implications of the rapidly changing access to information environment, particularly the aspirations for Open Data and the implications of managing records as the basis for accurate data that citizens can trust. 
APPENDIX A

PROGRAMME

Strengthening Governance in the Electronic Environment:  Managing Records as Reliable Evidence for ICT/ e-Government and Freedom of Information

1st and 2nd September 2011, New Arusha Hotel, Arusha, Tanzania

DAY 1
 THURSDAY 1 SEPTEMBER

9:00    Session 1:
Opening Statements
            Chair:     
The Hon Joseph Rugumyamheto

9:10        
Dr Julius Rotich, Deputy Secretary General, East African Community

9:20        
Mr Bandali Batchu, Acting Director General, ESAMI

9:30        
Ms Edith Adera, Senior Programme Specialist, IDRC

9:40        
Dr Anne Thurston, Director, IRMT

             9:45       
Morning tea/coffee 

10:00   Session 2:   
Research Findings:  International and Regional Analysis  

             Chair:    
The Hon Joseph Rugumyamheto
Speakers:      
International Analysis:  Mr John McDonald, Mr Shadrack Katuu
                          
Regional Analysis:  Professor Justus Wamukoya, Mr Peter Mazikana

10:00      
Records and ICT/ e-Government

10:45  
             Records and Freedom of Information

11: 30    
Records Management Regulatory Framework

12:15   
             Lunch

2:00     Session 3:  
New Issues on the Horizon

Chair:   
Mr Peter Mazikana

2:00      
Records and The Open Data Movement, Mr John McDonald

2:45                   The Role of Digital Repositories, Mr Olav Hagen Sataslatten

3:30      
Afternoon tea
4:00     Session 4:  
Research Team Observations

             Chair:  

Professor Justus Wamukoya 

                           Research Team Members:  Mr Charles    

                           Magaya, Mr John Mreria, Dr David Luyombya, Mr Emmanuel    

                           Karuranga, Mr Jean Bosco Ntungirimana 

5:00


Close of Day One Sessions

7:00


Reception at the East and Southern African Management Institute

______________________________________________________________________

DAY 2
 FRIDAY 2 SEPTEMBER

9:00      Session 5:   
Building a Sound Regulatory Framework for Managing

                                  
Records to Support ICT/e-Government, FOI and Open Data

              Chair:      
Chair:  Mr George Yambesi
              9:00         
Capacity Building Requirements:  Mr Shadrack Katuu

              9:45        
White Paper on Records as Evidence in the Electronic Environment:  

                              
Mr Peter Mazikana
             10:15   
             Morning tea/coffee

             10:30
   
A Possible Strategy for Action at the Country Level:  Professor Justus    

                                        Wamukoya 
11:15
 Session 6:   
Considering the Way Forward

               Chair:  
The Hon Joseph Rugumyamheto and Justus Wamukoya

               11:15                Discussion Among Country Representatives:  National Issues

               11:45       
 Discussion of Key Issues for the Region and Possible Resolutions
                 1:00
    
 Lunch and Preparation of Draft Resolutions

    2:30          
 Debate on Draft Resolutions

                 3:30
   
 Afternoon tea

    4:00       
 Completion of Debate on Draft Resolutions and Adoption of        

                            Resolutions

    4:45
   
 Summing Up

5:00
Close of the Meeting

APPENDIX B

STAKEHOLDER MEETING ATTENDANCE LIST
	Country
	Delegate Name
	Title

	Kenya
	Dr Jacob Ole Miaron
	Permanent Secretary, Ministry of State for National Heritage and Culture

	Kenya
	Mr John G M’reria
	Director, Kenya National Archives and Documentation Service, (Research Team Leader - Kenya)

	Kenya
	Mr Henry Mungasia
	Senior Deputy Secretary, Ministry of Information and Communications

	Kenya
	Ms Rachel Jaluha Okumu
	Deputy Director HRM, Ministry of State and Public Service

	Kenya
	Mr Thomas Odhiambo Oganga
	Senior Assistant Director ICT

	Kenya
	Mr Emmanuel K Nzai
	Executive Officer, Kenya’s Vision 2030 Delivery Secretariat

	Kenya
	Mr Eliakim Angote Azangu
	Chief Archivist 

	Tanzania
	Mr George Yambesi
	Permanent Secretary, President’s Office (Facilitator)

	Tanzania
	Mr Frank Shame
	Acting CEO of the e-Government Agency

	Tanzania
	Hon Francis Mutungi
	Registrar, Court of Appeal

	Tanzania
	Eng Dr Zaipuna O Yonah
	Director for ICT, Ministry of Communication

	Tanzania
	Mr Charles George Magaya
	Director Records and National Archives of Tanzania (Research Team Leader - Tanzania)

	Uganda
	Dr Frederick Kitoogo
	Director of Planning and Research, National Information Technology Authority

	Uganda
	Mr Andrew Lajul Kilama 
	Director of Finance and Administration, National Information Technology Authority

	Uganda
	Mrs Salome Nyamungu
	Director Efficiency and Quality Assurance, Ministry of Public Service

	Uganda
	Mr Moses Bagyendera
	Ag. Commissioner for Information Management Services, Ministry of ICT

	Uganda
	Mr Joseph Ssinabulya 
	Information Technology Officer, Courts of Judicature

	Uganda
	Eng Elisha Wasukira
	Co-ordinator, I-Network

	Uganda
	Dr David Luyombya 
	Ag Head of Department, Archives and Record Management, Makerere University, (Research Team Leader - Uganda)

	Rwanda
	M Eugene Barikana
	Permanent Secretary, Director of Cabinet, Prime Minister’s Office

	Rwanda
	M Alexis Ntagungira
	Director of Public Service Management and Development in the Ministry of Public Service and Labour

	Rwanda
	M Elias Kizari
	Director of National Archives, Ministry of Youth, Culture and Sports

	Rwanda
	M Emmanuel Karuranga
	Managing Director, Research Team Leader - Rwanda

	Burundi
	M Audifax Niyonzima
	Webmaster, Ministry of Finance

	Burundi
	M Jean Pierre Gahungu
	Adviser to the Minister of Youth, Sports and Culture

	Burundi
	M Niyibizi  Salvator
	Co-ordinator, Executive Secretariat of ICT

	Burundi
	M Frederic Sigejeje
	Permanent Secretary to the Minister of Telecommunications

	Burundi
	M Jean Bosco Ntungirimana
	Vice President of Burundi Association of Librarians, Archivists and Documenters, (Research Team Leader – Burundi)

	ESAMI
	Mr Bandali Batchu
	Chief Consultant (Director Management Training)

	ESAMI
	Mr Christopher Mpinga
	ICT Officer

	ESAMI
	Ms Janet Ndolo
	Personnel and Administrative Officer

	ESAMI
	Ms Chengetai Magunje
	Senior Marketing Officer

	ESAMI
	Mr Augustes Musana
	Principal Consultant

	EAC
	Mr Robert Okusam
	Senior Records Officer, RM Specialist EAC

	EAC
	Dr Julius Rotich
	Deputy Secretary General, Finance and Administration EAC

	EAC
	Mr Christophe Mpozayo
	Systems Administrator / EALA

	EAC
	Mr Aggrey Nkondola
	Principal IT Officer

	EAC
	Mr Florian Mutabazi
	Media Centre Coordinator

	EAC
	Ms Belinda J Wera
	Media Centre

	EAC
	Ms Caroline Wambua
	Registry Supervisor

	EAC
	Mr Richard Sisa
	Registry Assistant

	EAC
	Mr Justino Luwali
	Photographer

	Tanzania
	Mr David Muwanga
	East African Business Week

	IDRC
	Mrs Edith Adera
	Senior Programme Specialist

	Canada
	Mr John McDonald
	E-Government Specialist 

	Norway
	Mr Olav Hagen Sataslåtten
	Digital Preservation Specialist
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APPENDIX C
SUMMARY OF STAKEHOLDER MEETING DISCUSSIONS
The research findings were presented to the stakeholders from the East Africa region at a meeting jointly hosted by the East African Community (EAC), the East and Southern African Management Institute (ESAMI) and the International Records Management Trust (IRMT).  The stakeholders included representatives from each of the EAC member countries (Burundi, Kenya, Rwanda, Tanzania and Uganda), as well as representatives from the EAC Secretariat, ESAMI, IDRC and IRMT.  In addition to regional records specialists, three international specialists in the areas of electronic records management and preservation were available to provide international context for the research findings.  These were Mr John McDonald (former National Library and Archives of Canada and now a freelance consultant; Mr Olav Hagen Sattaslatten (National Archives of Norway, Digital Preservation Directorate); and Shadrack Katu (Kenyan, International Monetary Fund).  

The stakeholders meeting provided the delegates with a careful analysis of the current state of records management issues in the region in relation to ICT/ e-Government and FOI initiatives.  The project findings highlighted critical gaps in regulatory frameworks and in capacity that are impeding the effective management of records in EAC member governments and it highlighted the consequences for government accountability and transparency.  The stakeholders developed resolutions aimed at addressing national and regional gaps identified by the research team and by the delegates themselves.  

Day One

The first day’s discussions and presentations focused on the research findings, including a discussion of the impact of ICT on the management and preservation of electronic records.  The findings were examined in relation to lessons learned internationally about the regulatory framework that needs to be in place to facilitate proper records management.  Emerging trends in the management and re-use of electronic records were explored, especially in relation to digital repositories and the open data movement. 

The opening remarks underscored the importance of electronic records management as the basis for good governance, economic development and accountability for EAC countries.  During the course of the day, the delegates considered the value of records as assets for government and as the foundation for ICT/ e-Government initiatives.  The presentations underscored the fact that when records are not properly managed, there is a high risk of loss that compromises the effectiveness of government systems and programmes.  There is also a significant risk of losing information critical to citizens, which irrevocably affects their ability to assert their rights:  bad records create bad data, which compromise citizen trust. Moreover, records are at high risk through loss, corruption or deletion where there is no regulatory framework to support their creation, maintenance and disposition.  Finally, records play an important role in ensuring organisational compliance to national, regional and municipal FOI laws.  The inability to locate records can translate into significant delays in responding to access requests due to the inability to locate information needed to respond.

The presentations by the regional and international electronic records management/ reservation specialists highlighted issues that the EAC and its member states will need to address in the future, including issues in relation to open data and trusted digital repositories.  Both these initiatives rely on the existence of a strong regulatory framework for records management and good records management practices for creating authentic electronic records capable of providing context for decisions, actions and transactions.  The integrity and long-term accessibility of information made available through FOI and open data initiatives will rely on proper records management practices if citizens are to be able to trust the information that their governments provide for reuse and re-purposing. 

The research findings indicated that international good practice normally requires that the National Archives should take the lead nationally in ensuring that official records are well managed.  In countries where the national archives is not located in a ministry that has cross-cutting responsibility for public sector management, where its mandate is narrow, where the framework for managing records is weak, or where there is a lack of capacity and inadequate infrastructure, the National Archives has difficulty in carrying out its mandate effectively, particularly in relation to managing electronic records.  Presently, most of the national archives in the region have very little involvement in ICT/ e-Government systems planning, which has meant that records management functionality is not included in the systems.  This, in turn, affects the integrity and authenticity of the records and the ability to use them as reliable evidence.  The lack of recordkeeping functionality in ICT systems will also make it difficult to capture electronic records systematically in digital repositories, which have yet to be developed in the region but will be essential in the future.  The findings also indicated that there is a critical need to build capacity in electronic records management training in the EAC countries as there is no advanced/ applied training of this kind currently available in Africa.

Partnerships need to be built between ICT/ e-Government specialists, records managers, archivists and senior administrators to streamline electronic records creation and ensure the proper maintenance of these records in government systems that are required as evidence of government actions and transactions.  To address these problems ministers, permanent secretaries and senior public servants need to be aware of the value of records management and the role it plays in efficient and effective government service-delivery and as the basis for sound ICT/ e-Government, FOI and open data initiatives. 

Day Two

The second day began with an overview of the previous day’s presentations, speeches and discussions.  In this context, the records management capacity issues currently facing EAC member countries were considered, along with the consequences of the present lack of in-depth training and education for effective government records management.  In the EAC countries, and in sub-Saharan Africa generally, there are good undergraduate and graduate programmes in the field of records management, but there is a significant lack of in-depth training and education that would equip records professionals to manage electronic records practically.  The dearth of practical electronic records management training means that there is an absence of qualified records managers and archivists capable of filling government positions in this area.  The East and Southern African Branch of the International Council on Archives has proposed that a Centre of Excellence in Electronic Records Management should be developed at the East and African Management Institute, and the delegates endorsed this approach.  

The research team presented its model of the national regulatory framework needed as the basis for producing reliable electronic records as evidence of government processes and transactions, provided a strategy for developing such a framework and introduced a White Paper that can be used to convey key records management issues, particularly in relation to electronic records, to senior government officials.  The strategy will involve identifying a single high-level government authority to set policies for and monitor the quality of records management as well as setting short-term and long-term goals, particularly in the areas of awareness, policy, positioning of the archives, human capacity, partnership and standards.  The delegates also were given tools to measure strategy implementation, along with a risk assessment tool to help measure progress toward these objectives and goals. 

In the afternoon, the delegates worked in country groups to review the research team’s country reports and to draft resolutions to be considered by the resolutions committee.  The resolutions committee then discussed proposed country resolutions and prepared final resolutions for the delegates’ consideration.  After discussion and debate, the delegates accepted and endorsed the findings of the study and proposed that the EAC should support, implement and monitor development in the area of electronic records management through its existing technical committees.  They also agreed that national steering committees should be established in each of the five countries to ensure participation and involvement of stakeholders in the areas of ICT/ e-Government and FOI and to develop a way forward in building public service capacity for managing paper and electronic records and harmonising relevant legislation.  Finally, the delegates encouraged the EAC to engage with ESAMI regarding the establishment of a regional centre of excellence in electronic records management and to mobilise funding at the national and regional levels to support integration, co-ordination and harmonisation of records management, ICT/ e-Government and FOI initiatives in the member countries.

APPENDIX D

Resolutions of the Stakeholder Meeting on Managing Records as

Reliable Evidence for ICT/ e-Government and Freedom of Information

We the participants of the stakeholders’ meeting held in Arusha on the 1st and 2nd of September, 2011, having duly reviewed the research reports produced by the IDRC funded project on Managing Records as Reliable Evidence for ICT/ e-Government and Freedom of Information for each of the EAC countries, have observed that while progress has been made in the development of ICT/ e-Government and FOI, there are substantial gaps that need to be addressed in the management of records that underpin these areas.  We have concluded that strengthening records management will have a significant impact on the ability of governments in the EAC countries to deliver ICT/ e/Government and FOI initiatives for the benefit of the citizens of these countries.  Therefore, we hereby urge that:

1. the member states accept and endorse the findings of the study

2. the member states take forward the research findings for adoption to the EAC

3. the EAC endorses, implements and monitors these resolutions through its existing technical committees

4. the member states establish national steering committees that can ensure participation and involvement of stakeholders in the areas of ICT/ e-Government and FOI

5. the member states develop a framework for addressing the following:

· building capacity in the public service for both manual and electronic records

· enacting and harmonising legislation relating to records management, ICT/ e-Government and FOI

6. the EAC to engage with ESAMI regarding the establishment of a regional centre of excellence in electronic records management  

7. the member states to work toward the:

· integration of records management functionality with ICT/ e-Government and FOI initiatives

· establishment of government-wide records management policies and procedures

· adoption of international records management standards

8. the EAC mobilise funding both at the national and regional levels to support integration, coordination and harmonisation of records management, ICT/ e-Government and FOI initiatives in the member countries.

The delegates acknowledge the efforts of the International Development Research Centre and the International Records Management Trust in supporting this research project and pledge to continue working with them on future projects.
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APPENDIX F
e-Discussion Papers

Theme 1:  Planning for Records Management Requirements in ICT Systems

Introduction

This discussion paper explores issues relating to the management of records created electronically and the need to ensure that they provide complete and reliable evidence over time. It is based on a study called Managing Records as Reliable Evidence for ICT/ e-Government and Freedom of Information in East Africa, funded by the International Development Research Centre and conducted by the International Records Management Trust. The research was carried out across the East African Community by national teams in each of the constituent countries: Burundi, Kenya, Rwanda, Tanzania and Uganda. The study has identified a consistent lack of planning for the management of electronic records generated by or stored in government ICT systems.  
The Need to Manage Records is Just as Important in the Electronic Environment as in the Paper Environment

The research has shown that staff in government organisations across the region tend to feel that electronic systems are inherently secure.  Many of those interviewed felt that records would be easier to manage in electronic systems, not realising that mismanagement would be even easier than with paper records. Despite their awareness of the importance of good record-keeping for the proper management of government resources, they had not begun planning for records management functionality in ICT systems.

What Does Planning for Records Management Involve?

Records managers have an important contribution to make to ICT development. Their knowledge of the business, its functions, activities and processes can help support the enterprise architecture component of ICT strategies, and their knowledge of classification, description, and preservation can help address the data and information management dimensions.   
At the technical level, planning for records management functionality in ICT systems involves addressing issues in the broad areas of records creation (including capture, identification and classification), maintenance (including access and security, tracking record movement, retention and disposal, migration, export and destruction), dissemination (searching, retrieving and rendering (displaying, printing and redacting), and administration (reporting, back up and recovery).  Each of these aspects of records management needs to be considered in the design of ICT systems. For example, the records creation process, alone, raises questions such as:

· What are the business processes that enable the organisation to fulfil its function?
· Where, in these processes, are records of decisions, actions and transactions created?

· Where should they be created? In what formats are they created?
· Once records are created by the system, when and how are they captured?
· How can alteration or destruction of the record during capture be prevented?
· How are the records named? Is naming automatic or manual? If automatic, from which record elements is the name derived? If manual, how will naming conventions be designed?
· How is metadata assigned to a record? How can automatic extraction or migration of metadata be supported?

· Can metadata be viewed by system users? Can additional metadata be added by users? If so, which users, and which kinds of metadata will be mandatory and which optional?

Causes of the Lack of Planning for Records Management Requirements in ICT Systems

The research has identified a number of interconnected factors that have contributed to the lack of planning for records management in the region.

Records management is viewed as a para-profession within the public service. Records management schemes of service are limited or do not exist, providing only limited opportunities for professional advancement.  As a result, the records management function is often not represented at senior level, with no one taking the lead on records management. Often this is because records are not seen as valuable assets.
Some governments are taking steps to improve schemes of service for records managers, but they face the challenge of recruiting suitably qualified personnel. University programmes in records management are available in the region, but they do not yet have the necessary capacity in electronic records management, and the records professionals that they train are not equipped to work effectively with their ICT counterparts.

The combination of this failure to recognise the value of records and the lack of expertise in electronic records management in the region is already having an impact as government organisations make the transition to the electronic environment. By extension, this affects services to citizens and citizens’ rights.
Consequences of the Lack of Planning for Records Management Functionality in ICT Systems

Over time, government organisations are likely to face difficulties when they need to retrieve or audit records that have been created electronically or digitised if records management requirements for storage, access, description and disposition have not been addressed.  For instance, electronic records cannot be read as a result of a lack of a data migration policy; electronic records cannot be located because appropriate metadata was not captured; vital electronic records cannot easily be identified because all electronic documents are kept, including those with short-term value, as a result of the lack of a retention policy. 
To ensure that government information is complete, authentic and secure, careful planning for records management requirements in ICT systems must be undertaken within the context of sound legal frameworks, policies and procedures.

Consequences of the Lack of Planning for Co-ordinated Records Management Across Systems

The study showed that in a number of government organisations across the region, the authenticity and reliability of government records was jeopardised by the lack of planning to enable sharing records between different ICT systems. For instance, in one Ministry of Finance, there were four major electronic systems in use. Although these systems depended on access to the same records, they were developed independently and were not connected, either to each other or to systems managed by other government organisations. When data in one system were needed in another system, the information was downloaded, printed and input manually. Staff claimed that the ICT systems had improved efficiency and streamlined processes, but the lack of system integration was causing delays when data transfer was required. 

This situation posed threats to the security of government information because each additional step created an opportunity for human error or tampering with the records. Although the electronic systems were expected to ensure the authenticity of the records and eliminate human error and fraud, the Ministry had identified a number of data entry errors and cases of fraud since the systems went into use. 
There was also a problem with information sharing between headquarters and up-country offices.  In a number of instances, processes had only been computerised in the central office, which meant that information from hardcopy records received from up-country had to be input on receipt at headquarters. It was felt that errors made during this inputting process had caused the loss of a number of court cases. A local area network had been established for the central office. The department intended to extend this to offices up-country but could not do so until fibre-optic cables had been installed. If records management had been considered in the planning for the computerisation of the central office, the threats to the authenticity and security of the information posed by these information sharing processes could have been identified, and data entry errors reduced. 
Discussion Questions

Question 1:  The lack of schemes of service and training programmes for records managers has been identified as a factor in the governments’ ability to manage their records in the electronic environment.  How can governments address this problem?

Question 2:  The lack of co-ordination between systems has been identified as an issue by governments in the region. A number of agencies and boards have been established in each of the countries studied to address this lack of co-ordination. How is the lack of attention to records management impeding these agencies and boards from fulfilling their mandate to co-ordinate ICT implementation?

Question 3: Standards have been developed internationally for introducing records management requirements in ICT systems. However, governments and standards bureaux in the East African region have not adopted/adapted these standards. Why is this the case, and what steps could be taken to support the introduction of good practice standards in the region?

Theme 2:  Electronic Records and Citizens’ Access to Justice
Introduction

This discussion paper explores the consequences for citizens when records are kept in ICT systems that do not meet records management requirements. It is based on a study called Managing Records as Reliable Evidence for ICT, e-Government and Freedom of Information in East Africa, funded by the International Development Research Centre and conducted by the International Records Management Trust. The research was carried out across the East African Community by teams in each of the constituent countries:  Burundi, Kenya, Rwanda, Tanzania and Uganda. The study found a consistent lack of planning for the management of electronic records generated by or stored in ICT systems in ministries, departments and agencies and in courts. The implications for citizens’ access to justice are summarised below.
Records Management Controls Protect Records as Evidence

When electronic records are mishandled, access to justice is affected, as illustrated by the experience of an NGO based in the region. The NGO staff explained that a government agency with which they worked was given funding to digitise records summaries.  The NGO had already digitised the same category of records for in-house use and offered to share the copies. The agency declined the offer, and when the NGO later tested the output of the agency’s project, it found that many of the entries contained erroneous information. 

The agency had not referred to the original records but had tried to make information contained in records summaries available electronically by re-keying it.  This created considerable scope for error.  This approach was probably chosen because the electronic data could be searched more easily and used to produce reports more flexibly than could digital surrogates (scans or digital photographs of the records), which require optical character recognition software to enable full text searching.  The agency had not realised how important it was to protect the integrity of the records and ensure that the information that it provided to the public was reliable.
The ease with which error can be introduced into electronic systems is clear from this and other experiences of government organisations across the East African region. When erroneous information becomes the ‘authoritative’ source in the absence of original records, there are implications for citizens, especially if the information is relied upon in court.

Judicial Processes are Affected by the Failure to Address Records Management Requirements

Erroneous information can directly affects citizens’ access to justice in the courts, and there is a risk that this may occur when records management is not included in the design of ICT systems for the courts. The inability to retrieve records efficiently is another significant risk.  When records cannot be retrieved in a timely way, the judicial process is affected. Delays in judicial processes can inhibit litigants from legal justice and, in some cases, it can result in costs that make justice unaffordable.
E-government applications are expected to correct problems with court processes, but they do not always achieve this aim, as illustrated by the research in one Court of Appeal in the region. A number of computerisation and digitisation projects had been introduced in the court but had ground to a halt because the project planning had not addressed a number of key requirements, including records management requirements.  The court’s assistant registrar stated that a case management system was implemented but that it was not used.  The court had such a poor ICT infrastructure, in terms of hardware and networking infrastructure and access to the city’s power supply, that the new system caused frequent delays to cases before the court.  The electronic records stored in the system could not always be accessed when needed, and staff ultimately reverted to using hardcopy records. Planning for the case management system had failed to take account of the fact that a stable operating environment is a requirement for accessing the records in electronic systems. 
An ‘e-Filing System’ for web-based filing of new cases is now being implemented in the same court. It is expected that the project will enable citizens to engage with the legal process without having to travel to the court in person.  However, it is likely that the same problems will arise during the rollout of this system, since measures to address records management requirements have not been included in the project plan. It is unclear what storage arrangements have been made for the electronic information that the system will create and use and what security measures are in place for this information. 

The Evidentiary Value of Electronic Records

ICT systems are being introduced in government organisations in all sectors and these systems generate electronic records.  However, the countries in the region had not yet addressed the legal admissibility of electronic records or else had not reconciled new laws with existing laws of evidence. For example, in one of the countries studied, the Prime Minister has asked the Law Reform Commission to review the Evidence Act with a view to ensuring that electronic records could be used as evidence; the Evidence Act has yet to be amended. 

Government records, whether hardcopy or electronic, provide evidence of decisions, actions and transactions. They are relied upon, both by government organisations and by citizens, during the course of business and in courts.  Relying on electronic records before the law recognises them as evidence puts the government and citizens at risk.  
If electronic records are to have value as evidence, the laws of evidence need to be reformed.  Hard copy records carry evidential weight because they can be examined and judgements can be made as to their authenticity, but the same is not the case with electronic records. Instead, the system in which the records are generated and stored must be shown to meet certain criteria relating to security, accessibility and audit. These criteria had not been clearly defined in the countries in the region, so there was no standard against which the systems could be assessed. 
Discussion Questions

Question 1:  The widespread misperception in government organisations in East Africa, that electronic records are inherently more secure than hardcopy records, is encouraging computerisation and digitisation that is not necessarily well-planned. How can the risks of overlooking records management issues during computerisation be highlighted to senior management within government?
Question 2:  Poor hardcopy records management has been cited as a cause of delays in judicial processes. Electronic records management is often expected to reduce these delays, but the research shows this has not been the experience of the courts in the EAC countries.  What steps could be taken to ensure records management inputs to computerisation and digitisation projects in the courts?
Question 3:  Government organisations across the EAC are already creating electronic records of their decisions, actions and transactions with citizens, though the laws of evidence in the EAC countries do not recognise electronic records. Reform of these laws is the first step to ensuring that electronic records can be considered as admissible evidence in court. What steps could be taken to raise this issue with Law Reform Commissions and legislator?
Theme 3:  Freedom of Information and Records Management
Introduction

This discussion paper concerns Freedom of Information (FOI, also called Right to Information) legislation. FOI laws require public bodies to release information requested by citizens or groups outside government, subject to certain exemptions pertaining to such matters as national security, personal privacy and intellectual property. This paper is based on a study called Managing Records as Reliable Evidence for ICT/ e-Government and Freedom of Information in East Africa, funded by the International Development Research Centre and conducted by the International Records Management Trust. The research was carried out across the East African Community by teams in each of the constituent countries; Burundi, Kenya, Rwanda, Tanzania and Uganda.  FOI legislation has not been drafted in Burundi, Rwanda and Tanzania, has stalled in Cabinet in Kenya, and has been passed but not implemented in Uganda. The study has identified a series of records management issues affecting FOI implementation in the region.
Misconceptions about Freedom of Information

The research found that there was a prevalent misconception of FOI in the East African region. With the exception of the staff of the National Archives in the five countries, the policy makers and public servants interviewed consistently believed that enacting FOI legislation would require the publication of government information, rather than the release of unpublished government information on request.  The idea that governments can choose what information to release, when, and in what formats is not in keeping with the spirit of FOI laws, which seek to change the way that information is shared between public bodies and the public.

In Uganda, for example, the Access to Information Act, 2005, was seen as requiring proactive information dissemination by ministries, departments and agencies, rather than creating processes by which citizens could request and be supplied with information. This misconception may be seen in the steps towards implementation taken by the Office responsible for FOI, which included weekly radio addresses by the Minister and public fora (barazas) held for the purpose of questioning civil servants about activity and expenditure.

This misconception may be contributing to the lack of government enthusiasm for enacting and implementing FOI, since many government organisations in the region already publish some information.

Inconsistencies Between Acts of Parliament
Those interviewed stated consistently that FOI would not change the ‘thirty year rule’, a convention in many Commonwealth countries, usually embodied in National Archives and Official Secrets Acts, that permits the opening of government files to the public thirty years after closure. Neither the Ugandan Access to Information Act nor the Kenyan Freedom of Information Bill, 2007, has clearly addressed this convention, which persists as the dominant principle in the release of government information.  If the perceptions of public servants in Burundi, Rwanda and Tanzania are an indicator, it is likely that FOI laws that are unclear on this issue will have not have the anticipated level of impact in these countries.

In Kenya, the Freedom of Information Bill reallocates responsibilities to the Freedom of Information Commission that are already assigned to the National Archives under the Public Archives and Documentation Service Act.  For example, Section 42. (1) indicates that the Minister may prescribe anything under the act, including:
(f) the measures which public authorities shall take to ensure that adequate records are created and maintained by public authorities;
(k) the records that public authorities shall be required to keep.
Should be Bill proceed in this form, responsibility for government record-keeping could be dispersed between the two bodies, which could result in divergent records management policies and guidance to government organisations.
In Tanzania, where no Freedom of Information Bill has been drafted, interviews with the Media Council of Tanzania revealed that media laws and policies were not reformed during the period of media liberalisation in the 1990s. The Council considered a number of these laws to be impediments to FOI. The Tanzanian National Security Act, 1970, which gives government the right to withhold information, at its discretion, was given as an example. A Commission was established in 1990 to study obsolete and unconstitutional laws; this Commission advised abolishing the laws in question, but, still, no action has been taken.

The Implications of Government Record-Keeping for Freedom of Information
The problem of information retrieval will need urgent attention if FOI laws are to be enacted and implemented in eastern Africa. In order to answer FOI requests, it must be possible for government organisations to search for all records relating to a particular matter, retrieve them easily, review them against the exemptions of the Act and prepare suitably framed responses.

Interviewees who did understand that FOI is properly a citizen-initiated process rather than a government-initiated one, stated that government organisations are not ready for FOI. Staff of one ministry in Kenya cited the British strategy of allowing five years after enactment for FOI implementation as a model the Kenya Government might follow. This would allow time for government records to be put in order. However, some staff members felt that even this would not allow sufficient time to ensure that adequate planning and preparation were carried out. 
Section 41 (2b & 2c) of the Kenyan Bill requires that all records, including those held in electronic format, should be maintained in good order and condition.  The Bill indicates that within three years of enactment, every government organisation should computerise its records and information management systems in order to facilitate efficient and effective access to information.

The Bill is forward-looking in its inclusion of electronic records, but the provision for computerising systems in government organisations poses a problem. If existing records are not in order and new ICT systems are not capable of managing the electronic records they produce, the Bill, in encouraging computerisation, will result in the transfer of existing problems into the electronic environment and the creation of new problems. Computerising systems and digitising hardcopy records do not, of themselves, facilitate efficient and effective access to information.
Discussions Questions
Question 1:  Given that the Kenyan Bill has been under consideration for four years, the Ugandan Act has not been implemented in the six years since its enactment, and there is no discernible plan to introduce Freedom of Information in Burundi, Rwanda and Tanzania, East African governments do not seem to be embracing FOI. What factors have caused this lack of enthusiasm? 
Question 2:  The conflicts between existing Acts of Parliament and new FOI laws need to be addressed, particularly the 30 year rule.   FOI laws may erode the powers of National Archives and contradict the provisions of existing Acts. What steps can be taken to highlight these issues to legislators, given that the recommendations of Law Reform Commissions and NGOs have not yet been acted upon?

Question 3:  Government organisations in the region are unprepared for the demands that FOI will place on records management services. Poor record keeping may serve as an argument for delaying Freedom of Information enactment and the failure to implement Freedom of Information Acts.  What strategies could be developed to synchronise Freedom of Information and records management initiatives?
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